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Abstract— In this paper, we analyze the queueing performare A traffic regulator called Fractal Leaky Bucket @)L

in terms of loss rate of an OFDM (Orthogonal Frequecy-  was introduced in [12] to deal with monofractalffia The
Division Multiplexing)/TDMA(Time Division Multiplex ing FLB approach proved to be an efficient mechanispolice

Access) based Wimax system taking into account the monofractal traffic sources. Aiming to develop areno
multifractal behavior of the wireless traffic flows. To this end, ’ g P

first, we show evidences of multifractal charactestics on ~ accurate model, we propose a traffic policing atpar that
wireless traffic traces. These findings motivated sito propose a  takes into account the multifractal propertieshaf betwork

traffic policing and control scheme based on a mufractal traffic, being more general than the fractal apphoand
envelope process in order to maintain the traffic lbws well-  adequate for real wireless network traffic as wdl wi
behaved, i.e., in accordance to the desired paranees. demonstrate
Simulations and comparisons to other methods are o#&ed out ) . ' S
to verify the efficiency of the proposed traffic pdicing. OFD_M based Wireless I_'AN traffic may e?(h_'b't singula
properties related to multifractal characteristms small
Keywords Multifractal Traffic, IEEE 80216, Policing time scale due to the IEEE 802.11 MAC protocol
algorithms, Wireless Traffic mechanisms. Fixed broadband access systems, & IE
802.16a, may present such singularities as weyvirithis
I.  INTRODUCTION work. In this work, we found that most of the catesied

Efficient models that provide better understandisfy wireless traffic traces presents some multifractal
network traffic behavior are very important in tbesign characteristics leading us to argue that multitchahalysis
and optimization of communication networks. Numerou ¢an enhance the wireless traffic analysis and obntr
traffic models and analysis techniques have begnldeed Regarding loss rate control, we apply the proposed
for communication networks [13]. Among them, we canMmultifractal traffic policing algorithm to an OFDNIDMA
include renewal models, Markov-based models, fluiddased Wimax system, comparing its performance herot
models, autoregressive models, self-similar modelstraffic model based policing approaches.
multifractal models, etc. [8]. . The paper is _orgaryizpd as follqws: In sec.ti.on e w

Some researches have revealed that multifractaketsod dlscuss ab(tJ_UI trgfflc policing mechamsl?_}s. “{'T?ﬁ?'&y'l
are adequate in describing different network tcaffi 82523 S%(I:iclzci)r? s C\r']\': mFéVOFI’r?Sz egticr)rswu I'”ra(\:Nae é\a}alﬁm%
chara(_:terlstlcs [22]. In fact,_analyzes have beamdacted applicatﬁ)n ofgtraffic policing mechanisr'ns to theirhex
to various real network traffic types. The exammésuch  system and in section IV we conclude.
traffic types are video traffic [10], Local Area tMeork
(LAN) traffic [21], Wide Area Network (WAN) traffid11] 1. TRAFFIC POLICING MECHANISMS BASED ON
and World Wide Web (WWW) application traffic [8]. NETWORK TRAFFIC MODELING

Wireless communication systems are designed toostipp
a diverse range of services and applications amgdficing

hanism b red. Th v died traffic traces motivated us to investigate traffiolicing
mechanism became required. The most commonly &8AUS o chanisms that consider such characteristics. I%Eipy
policing mechanism based on traffic modeling in the

algorithm is intended to allow a certain numbempatkets
literature is the Leaky Bucket (LB). However, theaky g i

ket d K well wh h Hic i ) entering into the network only if the traffic floeonnection
Bucket does not work well when the traffic inpub@ess is ;¢ o _pehaved. Otherwise, incoming packets must b

bursty, once this kind of traffic quickly fills the discarded or marked as low priority
bucket/buffer and the resulting overflow forces the '

algorithm to discard even well-behaved packet [T8jis A. Leaky Bucket Traffic Regulator
situation can be observed when the incoming traific The traditional Leaky Bucket (LB) can be interpretes
monofractal and multifractal. A traffic flow is ceiered a sequential test to analyze the behavior of aoniitg

well-behaved when its parameters are in accordantt®se traffic flow. In this test, the packets go through analysis
stipulated in the service level agreement (SLA).

The multifractal characteristics encountered ineless
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of traffic behavior to determine if they are in amtance to
the service level agreement (SLA), i.e., if theyn dae
considered well-behaved. In this paper, we folloleT
Leaky Bucket (LB) algorithm described in [6].

The Leaky Bucket (LB) algorithm is often illustrdte
using the scheme outlined in fig. 1 and can be seea

The sequencel, represents the number of packets
marked as low priority or discarded. It is strafghtvard to
notice thatk, is a test sequenck,, is an adaptive decision
threshold forE,, andJ, is the control applied to the incoming
random sequenck,. Sis a constant variable, analogous to
the bucket size in the LB algorithm akdis the constant

"bucket" with S bytes or packets in which incoming packetsrelated of probability of violation of the envelopeocess

are stored and then sent to network with constst r
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Fig. 1 The Leaky Bucket Algorithm [8].

Metwork

The LB algorithm is a simple single-server queuing

system with constant service time [8]. Apparentlge
Leaky Bucket (LB) algorithm directly transfers ts butput
all traffic with averagep and maximum capacitg, and the
maximum accumulated traffic (traffic envelope) is:

Ls(t)=pt+s

behaved incoming traffic may present an additiahalny
and packet loss caused by the algorithm when tl&epa
traffic is bursty.

B. Fractal Leaky Bucket Traffic Regulator

The Fractal Leaky Bucket (FLB)
mechanism that was introduced in [12]. The FLB asdal

on the concept of fBm modeling (Fractional Brownian

Motion) of packet traffic process. It has been fiedi that
the FLB accurately polices monofractal traffic flowith
mean ), standard deviations] and Hurst parameteH]
[4] of the proces¥.

The packet arrival process is considered a random

sequenceX, (n = 1,2,3,...). That isX, represents the
cumulative number of packets that arrive at bufdreaky
Bucket (LB) during a time interval.

The FLB algorithm can be described as a sequeetal
as the LB algorithm and it is described by thedwihg
equations:

E,, =max{0,E,_; + X, —ah} (02)
K, =1 En=0 (03)
ko [n” —(n—1)”]+ Kn-
0, E <Ky
Jy = 04
" {xn -aA - kan" [nH —(n—1)”] 9

(01)
However, this conclusion is not always valid andlwe

is a policing

(é) [21].

The maximum amount of work accepted by the FLB
algorithm is:

I:FLB(t)=§t+KOtH +S (05)

We observed that the FLB envelope process has highe
values than the real traffic envelope. This caues
network traffic to be weakly policed, i.e., packetarked as
bad-behaved can travel through the network withmaihg
dropped. This behavior was also observed in [12].

C. Fractal Gaussian Noise Traffic Regulator

The previous model (FLB) is appropriate when tlafit
obeys a normal distribution with zero mean andararé 1.
The Fractal Gaussian Noise (fGn) is the first-order
increment of the sampled fBm, that can be descrilyethe
following equation [2]:

Gy (k)=0B, (k1)=By (k)-By(k-1,k0Z (06)

The main difference between the fGn and FLB pagjcin
algorithms is the traffic type that they are alder¢gulate.
The fGn is a stationary self-similar process, whaséo-
correlation function decays hyperbolically [2]. @re other
hand, fBm may not be stationary.

A drawback of using a fGn traffic regulator is tfext
that the fGn model can produce negative values. é¥ew
the Gaussian structure of the fGn model can makeoite
adequate for aggregate traffic due to the CentiatitL
Theorem. The maximum amount of work accepted by the
fGn policing algorithm is [5]:

Lion (t)=at+xatt +5s (07)

The parameterg and o represents the mean and the
standard deviation of the procegsrespectively. Where:

Zn = Xnu ~ Xp (08)

D. Gaussian Multifractal Leaky Bucket Traffic
Regulator

The Gaussian Multifractal Leaky Bucket (GMLB)
algorithm is based on the mBm (multifractal Brownia
motion) envelope process. The GMBL algorithm isirckd
by the following equations [23]:

E,, =max{0,E,_; + X,, —aA}
S, E,=0
An
IH (x)x™ 0Lk + K 4
A(n-1)

(09)

Kn = (10)

ko
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0, E <K,
An
I H (x)xH ) 2dix
A(n-1)

It is easy to see th&,, E, and J, have the similar
functions as in the FLB policing algorithm. Howeyvén
these equations, the Hurst parameter is substitoyethe
Holder exponent (computed through the method desdri
in [15]) that has a corresponding value for eadffitr
sample. The insertion of the Holder exponent is rtran

Jn = (11)

X, —aA-ko

The J, sequence represents the number of packets
marked with low priority or discarded. The paramete,
and E, have the same meaning as that of the GMLB
algorithm. However,], is computed based on the MFBAP
envelope.

F.

In this section, we compare the envelope processes
obtained from the different policing algorithms desed in
subsections A until D. Fig. 2 shows the envelomeess for
the Real traffic input (Real), the Leaky Bucket ffica

Comparison of Envelope Processes

difference between the algorithms FLB and GMLB. Theregulator (LB), the Fractal Leaky Bucket (FLB), the

maximum work amount accepted by the algorithm GM&B
given by:

t
Lomip(t)=at + KG’J- H)xH O ldx+ s (12)
0

E. Multifractal Arrival Policing Mechanism Traffic
regulator

We argue that network traffic presenting more caxpl
properties (e.g. multifractal characteristics) wilbt be
accurately described by monofractal or simpler nede
this section, we present a more general and sogtist
policing algorithm, namely Multifractal Arrival Piging
Mechanism (MAPM) that is based on multifractal motg

In order to develop our policing algorithm, we staom
the concept known as Multifractal Bounded Arrivab&ess
(MFBAP) [23]. The envelope process MFBAP is able
represent the accumulated traffic of a multifragiedcess
without assuming a particular marginal distributiorhe
envelope process MFBAP \(ksap) iS given by the
following equations:

Lireap t) = 8t + koC() (13)

C(ty=tH® (14)

H(t)=Hg+0oy exp{——[ln(t)_zng ]} (15)
204

whereH(t) is the Holder exponentthe time instant is the
mean value of the input traffie,is the standard deviation of
the input traffic,k is the constant related of probability of
violation of the envelope proces§ @ndA the time interval
[21].

Incorporating the multifractal envelope processo it
policing algorithm, we obtain the equations for gfreposed
MAPM algorithm:

E, = max{0,E,_, + X, —aA} (16)
S, E,=0
Kn = I0) [nH(n) _(n_l)H(n)]+ K., (17)
0, E.<K,
In = Hm| H H (18)
X, —ah - ko (“>[n ™ —(n-1) <”’]

Gaussian Multifractal Leaky Bucket (GMLB), the Fac
Gaussian Noise (fGn) and the proposed Multifradtaival
Policing Mechanism (MAPM).

Thetraces are collected of USC (University of Southern
California) from the raw WLAN log file with users
appeared during Jan. 25, 2006 to Apr. 28, 2006 [1].

Note that once the envelope process obtained fer th
Fractal Gaussian Noise (fGn) is very high, it is
straightforward to conclude that the correspondf@n
policing algorithm will allow the passage of allcoming
traffic, without discarding packets.

The LB and FLB envelopes are closer to the Real
envelope than the fGn envelope. However, they titenet
accurate. On the other hand, the GMLB envelopeigesva
more precise envelope. For this reason, the GMLB &a
greater number of packets being dropped or markeduhd-

Opehaved, as we will show.

The MAPM envelope values are located between the
Real envelope and the GMLB. Therefore, the inpaffitr
presented less marked or dropped packets then tivih
GMLB. Notice that the real aggregated traffic igsdr to the
MAPM envelope process than the others traffic erpes.

. TRAFFIC POLICING APPLIED TO THEWIMAX

SYSTEM

In this paper, we intend to evaluate the propos#idipg
approach for an OFDM/TDMA based Wimax system. To

w 10" Envelope Process

i

451

Packets(Bytes)

L L L L
3000 4000 5000 BO00

time (ms)

L
2000 Egun}

Fig. 2 Envelope Processes (wireless traffice).
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this end, we consider an OFDM transmission scheme

similar to the scenario presented in [17], withusers and
total M traffic channels (i.e., subcarriers) as represkhte
fig. 3. The packet arrivals are assumed to be fradtal

processes, since we have verified that wirele$cttaaces
can present those multifractal characteristics.

In the considered Wimax system, data traffic fochea
user is buffered into a separate queue and therbsitfe is
finite. We consider a scenario with characteristiol
TDMA-based multiple access with round-robin schadyul
The central idea of the round robin algorithm iSa@bws.
A small unit of time, calledjuantum, is defined.

All processes are stored in a circular queue, @ et of
gueues as showed in the Fig. 3. The round robiedidbr
goes through the queues, allocating the resoure=ath
process for aguantum. During all the service time new
processes are inserted at the end of the queuegpasted.
Due to its characteristics, the round robin systeotel is
extensively used especially for time-sharing system

We also assume that the channel state informatien (
signal-to-noise ratio (SNR) is available at thensmitter
system, and the total transmission bandwidtiB.isThen,
each subcarrier has a bandwidth/df = B/M Hz.

By using adaptive modulation and coding (AMC), the

maximum number of bits per symbol (per Hz), dendigd
Cmn(t) that subcarriem for usern can transmit per time

x 10
7

Number of packets
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1
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Fig. 4 Buffer occupation

We aim to compare the performance of the MAPM,
GMLB and FLB policing algorithms for wireless triaff
under the considered Wimax scenario. In the sirnuriaf
we considered for each user in the system illustréty fig.

3, the samdrace as traffic input to analyze, but with a
different traffic policing algorithms for each us@esides,
we set the following parameters to the policing haadgsm:

A was set to 512 m§to 10,000 bytes anflequal to 10.

A multifractal process exhibits highly irregulartigns
as a function of time and this characteristic dégsathe
performance of policing mechanisms. There are two
characteristics that should be taken into constoeravhen

unit during time slott can be expressed as a function ofanalyzing policing traffic mechanisms, the number o

SNR and target bit error rate (BER). Although, thare
several approximations for this function (e.g.,)[9ll of

packets that are well-behaved and are punishedkéac
dropped or marked as low priority) and the numbér o

them are upper bounded by the following capacityyackets bad-behaved that are not punished by gjoeitaim.

expression [20]:

Crun(t) = [Iogz [1+ L5 Vinn € )J J (19)

IN(5R,.,
where y;,,(t) is the instantaneous SNR at time sidor

subcarriersm corresponding to user andPy is the target
bit error rate (BER).

The FLB performance was superior to that of the LB
policing algorithm regarding these two charactamsstas
was also pointed out in [12], because FLB allowvedl-
behaved packets to be transmitted and punish aladbst
packets bad-behaved of the incoming traffic. Theusition
results confirm that the values of the envelope FaBthe
packets in the buffer is also higher than thosthefLB and

The transmission power is fixed and the channethose of the multifractal approaches.

undergoes Rayleigh fast fading. The time-invariavgrage
SNR of subcarriem for usern is denoted by, For a
Rayleigh fast fading channel, the received SNR is a
random variable with probability density functiopdf)
m,n
System

given as follows:
iz
exp| =0
Vmn
C,
Bufrer Output
=IO ) e o
- Robin system
. C.

Fig. 3 OFDM/TDMA system model round-robin schedglin

B, Vinn) = — (20)
Vi

Wireless Input

Regarding buffer occupation, one can see that the
proposed MAPM policing algorithm provides a queuing
process almost smooth as that of the LB algoritims.
shown in fig. 4, a comparison to other policingcaithms
reveals that MAPM s efficient in controlling theaffic
flows.

When the incoming traffic envelope is higher thhatt
established by the policing algorithm, the traffis
considered bad-behaved and is discarded (punished).

To quantify the traffic policing algorithm punishnts,
we estimate the probability?f) of a packet be considered
bad-behaved or dropped for real wireless traffiocpsses
[23]. Compared to other policing algorithms, the RM
algorithm presented some important characterisgics:
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Fig. 5 Aggregated Number of Dropped Packets

(4]

(5]

(6]

(7]

(8]

9]

envelope process as precise as that of the GMLB but

discarding a less number of packets as it can &e lsg fig.
5.

[10]

In summary, the MAPM tends to mark or drop packet%ll]

only when the traffic is really bad-behaved, ndeeting the
traffic that is consistent to the required traffltaracteristics
(with traffic bursts below an upper limit).

V. CONCLUSION

The characteristics of traffic flows especiallyviireless
networks, as long-range dependence and bursts lépleu
scales make traffic modeling a difficult and chafjang
task.

In order to traffic policing mechanisms in wireless
networks, we considered a simplified IEEE 802.1énstio
operating with an OFDM/TDMA scheme, where a round
robin scheduling controls the data transmission.

In this paper, we propose a more general trafficipg
algorithm, namely, the MAPM. For the consideredehdss
traffic traces, the multifractal GMLB and the pregd
MAPM policing algorithms showed to be more effidien
than the fractal f{Gn and FLB. The FLB algorithm g@eted

[12]

[13]

[14]
(15]

[16]

[17]

(18]

a better policing performance than the fGn for thel19]

considered traffic traces because the traces are n
adequately described by the fGn model. Among tHieipg
algorithms, we verified a better performance to MwPM
than those of the GMLB FLB and fGn algorithms. &ctf
the MAPM envelopes are closer to the real traffieedope
processes than the other considered envelopes. Buym
analysis, we conclude that the proposed policiggridhm

is able to efficiently police real traffic data.
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